
References

Book

Singapore, C. S. (2021). The Singapore Cybersecurity Strategy 2021 . October: Cyber

Security Agency of Singapore.

More than Two Authors

Goh, J., Kang, H., Koh, Z. X., Lim, J. W., Ng, C. W., Sher, G., et al. (2020). Cyber

Risk Surveillance: A Case Study of Singapore. IMF eLIBRARY, 1-31.

Journal Articles

Chandra, S., & Bhonsle, R. (2015). National Security: Concept, Measurement and.

Strategic Analysis, 1-24.

Cheah, M. (2022). Singapore companies pay average S$1.5m after ransomware

attack: report. THE BUSINESS TIME.

CNA. (2022). Inter-agency task force set up to coordinate efforts as ransomware

cases surge. Singapore: 19 Okt.

Dr Ruchika Gupta, D. S. (2017). A COMPARATIVE STUDY OF CYBER THREATS

IN EMERGING ECONOMIES . Globus An International Journal of Management &

IT, 1-5.

Gupta, D. R., & Agarwal, D. S. (2017). A COMPARATIVE STUDY OF CYBER

THREATS IN EMERGING. Globus An International Journal of Management & IT,

1-5.

Luk, C. Y. (2019). Chapter 5 Strengthening Cybersecurity in Singapore : Challenges,

Responses, and the Way forward. IGI GLOBAL, 4.

McAfee Labs. (n.d.). Understanding Ransomware and Strategies to Defeat it. McAfee

Labs, 1-18.

The National Security Concept. (n.d.). Understanding Ransomware. (2022). McAfee

Together is power, 1-18.

Murphy, K. M., & Topel, R. H. (2013). American Economic Review. Economics of

National Security Some Basic Economics of National Security, 508-511.

Ponraj, S. (2021). Ransomware: ASEAN Leaders Should Seize the Momentum. RSiS,

1-4.

Webpages

28





30


